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DEATH OF RACHEL CORRIE 

HON. JOHN D. DINGELL 
OF MICHIGAN 

IN THE HOUSE OF REPRESENTATIVES 

Wednesday, April 9, 2003

Mr. DINGELL. Mr. Speaker, I rise to draw 
my colleagues’ attention to the death of Ra-
chel Corrie, an American citizen who was 
killed recently by an Israeli Army bulldozer. 
Rachel was a 23-year-old college student, due 
to graduate this year from Evergreen State 
College in Olympia, Washington. On March 
16, Rachel was crushed to death by a bull-
dozer as she peacefully protested the demoli-
tion of Palestinian homes in Rafah, a Pales-
tinian village in the Gaza Strip. The Israeli 
government continues to destroy Palestinian 
homes with impunity in the Occupied Terri-
tories and Gaza. 

Mr. Speaker, I would like to express my pro-
found sympathies to Rachel’s parents, Craig 
and Cynthia, their extended families, and to all 
of Rachel’s friends, colleagues and co-work-
ers. My heart and my prayers go out to them 
in their time of grief and need. 

Sympathy, however, Mr. Speaker, is not 
enough. The tragic death of Rachel Corrie is 
yet another example of the failure of the cur-
rent Israeli government’s policies regarding the 
Palestinians. Mr. Speaker, the Congress must 
speak forcefully on this matter. I am calling for 
a full, fair and impartial investigation into Ra-
chel’s tragic death by the United States gov-
ernment. Rachel’s family, the Congress and 
the American people deserve to know what 
happened to Rachel and why.

f 

A PROCLAMATION RECOGNIZING 
ADAM RUPE 

HON. ROBERT W. NEY 
OF OHIO 

IN THE HOUSE OF REPRESENTATIVES 

Wednesday, April 9, 2003

Mr. NEY. Mr. Speaker, Whereas, Adam 
Rupe has devoted himself to serving others 
through his membership in the Boy Scouts of 
America; and 

Whereas, Adam Rupe has shared his time 
and talent with the community in which he re-
sides; and 

Whereas, Adam Rupe has demonstrated a 
commitment to meet challenges with enthu-
siasm, confidence and outstanding service; 
and 

Whereas, Adam Rupe must be commended 
for the hard work and dedication he put forth 
in earning the Eagle Scout Award; 

Therefore, I join with Troop 84, the residents 
of New Philadelphia, and the entire 18th Con-
gressional District in congratulating Adam 
Rupe as he receives the Eagle Scout Award.
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PATIENT PRIVACY ACT 

HON. RON PAUL 
OF TEXAS 

IN THE HOUSE OF REPRESENTATIVES 

Wednesday, April 9, 2003

Mr. PAUL. Mr. Speaker, I rise to introduce 
the Patient Privacy Act. This bill repeals the 
misnamed Medical Privacy regulation, which 

goes into effect on April 14 and actually de-
stroys individual medical privacy. The Patient 
Privacy Act also repeals those sections of the 
Health Insurance Portability and Accountability 
Act of 1996 authorizing the establishment of a 
‘‘standard unique health care identifier’’ for all 
Americans, as well as prohibiting the use of 
federal funds to develop or implement a data-
base containing personal health information. 
Both of these threats to medical freedom grew 
out of the Clinton-era craze to nationalize as 
much of health care as politically possible. 

Establishment of a uniform medical identifier 
would allow Federal bureaucrats to track every 
citizen’s medical history from cradle to grave. 
Furthermore, as explained in more detail 
below, it is possible that every medical profes-
sional, hospital, and Health Maintenance Or-
ganization (HMO) in the country would be able 
to access an individual citizens’ record simply 
by entering the patient’s identifier into a health 
care database. 

The dangers to liberty inherent in the ‘‘uni-
form health identifier’’ are magnified by the so-
called ‘‘medical privacy’’ regulation. Many 
things in Washington are misnamed, however, 
this regulation may be the most blatant case 
of false advertising I have come across in all 
my years in Congress. Rather than protect an 
individual right to medical privacy, these regu-
lations empower government officials to deter-
mine how much medical privacy an individual 
‘‘needs.’’ This ‘‘one-size-fits-all’’ approach ig-
nores the fact that different people may prefer 
different levels of privacy. Certain individuals 
may be willing to exchange a great deal of 
their personal medical information in order to 
obtain certain benefits, such as lower-priced 
care or having information targeted to their 
medical needs sent to them in a timely man-
ner. Others may forgo those benefits in order 
to limit the number of people who have access 
to their medical history. Federal bureaucrats 
cannot possibly know, much less meet, the 
optimal level of privacy for each individual. In 
contrast, the free market allows individuals to 
obtain the level of privacy protection they de-
sire. 

The so-called ‘‘medical privacy’’ regulations 
and uniform health identifier scheme not only 
reduce individuals’ ability to determine who 
has access to their personal medical informa-
tion, but actually threaten medical privacy and 
constitutionally protected liberties. For exam-
ple, these regulations allow law enforcement 
and other government officials access to a citi-
zen’s private medical record without having to 
obtain a search warrant. 

Allowing government officials to access a 
private person’s medical records without a 
warrant is a violation of the Fourth Amend-
ment to the United States Constitution, which 
protects American citizens from warrantless 
searches by government officials. The require-
ment that law enforcement officials obtain a 
warrant from a judge before searching private 
documents is one of the fundamental protec-
tions against abuse of the government’s power 
to seize an individual’s private documents. 
While the Fourth Amendment has been inter-
preted to allow warrantless searches in emer-
gency situations, it is hard to conceive of a sit-
uation where law enforcement officials would 
be unable to obtain a warrant before electronic 
medical records would be destroyed. 

Mr. Speaker, these regulations also require 
health care providers to give medical records 
to the Federal government for inclusion in a 

Federal health care data system. Such a sys-
tem would contain all citizens’ personal health 
care information, accessible to anyone who 
knows the individual’s ‘‘unique health identi-
fier.’’ History shows that when the government 
collects this type of personal information, the 
inevitable result is the abuse of citizens’ pri-
vacy and liberty by unscrupulous government 
officials. The only fail-safe privacy protection is 
for the government not to collect and store this 
type of personal information. 

In addition to law enforcement, these so-
called ‘‘privacy protection’’ regulations create a 
privileged class of people with a federally 
guaranteed right to see an individual’s medical 
records without the individual’s consent. My 
medical office recently received a Model ‘‘Pri-
vacy Act Compliance’’ form. This three-page 
form lists over 20 situations where medical in-
formation may be disclosed without individual 
consent. Medical information may be disclosed 
to attorneys, business associates of the pro-
vider, and Federal agencies conducting 
‘‘health oversight activities.’’ Medical informa-
tion may also be divulged without consent to 
insurance companies and medical research-
ers! 

Medical researchers claim to be able to pro-
tect the autonomy of their unwilling subjects, 
but the fact is that allowing third parties to use 
medical records for research purposes runs 
the risk of inadvertent identification of personal 
medical information. I am aware of at least 
one incident where a man had his identity re-
vealed when his medical records were used 
without his consent. As a result, many people 
in his community discovered details of his 
medical history that he wished to keep private! 

Forcing individuals to divulge medical infor-
mation without their consent also runs afoul of 
the Fifth Amendment’s prohibition on taking 
private property for public use without just 
compensation. After all, people do have a le-
gitimate property interest in their private infor-
mation. Therefore, restrictions on an individ-
ual’s ability to control the dissemination of 
their private information represents a massive 
regulatory taking. The takings clause is de-
signed to prevent this type of sacrifice of indi-
vidual property rights for the ‘‘greater good.’’ 

In a free society such as the one envisioned 
by those who drafted the Constitution, the 
Federal government should never force a cit-
izen to divulge personal information to ad-
vance ‘‘important social goals.’’ Rather, it 
should be up to the individuals, not the gov-
ernment, to determine what social goals are 
important enough to warrant allowing others 
access to their personal property, including 
their personal information. To the extent these 
regulations sacrifice individual rights in the 
name of a bureaucratically determined ‘‘com-
mon good,’’ they are incompatible with a free 
society and a constitutional government.

As an OB–GYN with more than 30 years 
experience in private practice, I am very con-
cerned by the threat to medical practice posed 
by these privacy regulations and the unique 
health identifier scheme. The confidential phy-
sician-patient relationship is the basis of good 
health care. 

Oftentimes, effective treatment depends on 
the patient’s ability to place absolute trust in 
his or her doctor. The legal system has ac-
knowledged the importance of maintaining 
physician-patient confidentiality by granting 
physicians a privilege not to divulge confiden-
tial patient information. 
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